IPICS 2024

Co-organized by CybersecPro and CybAlliance
A PRACTICAL CYBERSECURITY AND EMERGENT TECHNOLOGIES CONTINUUM TRAINING EVENT

Polytechnic Institute of Management and Technology (ISLA) in Vila Nova de Gaia

From July 1st to July 13th
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